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Introduction 
This document sets out the minimum recommended oversight to be performed for Funds-Axis’ 
HighWire clients, followed by a short description of how to perform each oversight activity. 
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Summary 
 
A high-level overview of the system is available as part of the System health Check module. 
This includes today’s compliance results, NAV tolerance, Exposures, rules and 
portfolios check, counterparty risk, and Portfolio setups. 
 
Further detailed analysis is then available as part of additional modules such as investment 
compliance workflow, market risk and counterparty risk. 

 

Daily Process 
1. NAV Tolerance Check - Review the NAV Tolerance exceptions in the Governance tab and check that 

the value of the uploaded holdings is within the threshold of 98% to 102% of the Official NAV. This 
gives confidence that the holdings have been correctly uploaded. If the holdings have not uploaded 
correctly, or the official NAV is incorrect, this will undermine the investment compliance results. 
Alternatively, where “plugs” are posted to ensure that uploaded and official NAV are 1005 reconciled, 
then ensure that the size of these plugs are within +/-2%/  
 

2. Derivatives Commitment Exposure - Review the exposure report daily to ensure 
that exposures remain in line with expectations.  
 

3. Counterparty Exposure - Review the Counterparty Risk report to confirm that counterparty 
exposures are as expected and that changes from the previous week are not greater than expected. 

 
4. Breach Analysis - Review any new breaches which have occurred on the day via Investment 

Compliance Workflow and validate them. 
 

 

  



 

 
 

 

 

 

 

 

 

 

 
Weekly Process 
1. Investment Compliance Review - In Investment Compliance Overview, Breach Analysis will show 

the number of new breaches and warnings over the past 7 days whilst Breach Detail will provide 
details of each breach and warning result. 
 

2. Weekly Derivatives Check - Perform the derivatives data quality checks in the Data Quality module 
to confirm that all derivatives are set-up correctly, including their underlying, multiplier, pricing and 
delta. The set-up of derivatives includes some manual efforts and will therefore require appropriate 
oversight. Significant errors to the set- up of a derivative should have been picked up in Part 3 of 
the Daily Checks (Derivative Commitment Exposure review).



 

Monthly Process 
1. Rules and Portfolio Check - Review the Rules and Portfolio Check dashboard. This gives 

an at-a-glance view of the number of rules, by type, applied to each fund. It gives high 
 level assurance, for example, that all the UCITS rules have been applied to the UCITS funds. 
 

2. Data Quality Review - Review the key data quality reports which impact on the system, 
including: 
 
\    DQ Government Issuers - which issuers have been set as Government and Public Issuers and 
therefore benefit from the 35% rule rather than 5/10 and 40 Rule; 
 
\    DQ Cash & Deposit Eligible Institutions - which issuers have been marked as being eligible Deposit 
Takers; 
 
\    DQ Counterparties - which issuers have been marked as Eligible Counterparties and whether a 5% 
or 10% limit has been applied; 
 
\    DQ Country of Exposure - securities where we the country of economic exposure is different to the 
country of listing (where this is manually set) 
 
\    Difficult to Price securities - which have been determined to be difficult to price by built-in system 
logic or manually set. 
 
\    Derivatives Reliable Valuation overrides - instruments which have been manually set to be Reliable 
Valuation, being an over-ride to the Default settings. 

 

  



 

Daily 
NAV Tolerance Check 
Review the NAV Tolerance Exceptions summary within System Health Check module and check that the 
value of the uploaded holdings is within the threshold of 98% to 102% of the Official NAV. This gives 
confidence that the holdings have been correctly uploaded. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 
To review all NAV tolerances, regardless of tolerance difference, users may use the 

NAV Tolerance dashboard within the System Health Check module



 

Exposure 
Users should review exposures and ensure that they remains in line with expectations. This can be seen in 
the Daily Management Dashboard within the System Health Check module. 

 

 

 

 

 

 

The exposures for all funds can be viewed in the System Health Check module’s 
Exposure Movement report 

 
 
 
 
 
 
 
 
 
 
 
 
 
 

The exposures of each holding within each Portfolio can be viewed in the Holdings Report 
Detail dashboard within Holdings Analysis 

 

  



  

 

 

 

 

 

 

 

 

 

 

 

 

 

    Counterparty Exposure 
          Counterparty exposures should be reviewed daily to ensure that they remain in line with 
          expectations. Monitor for any changes of counterparty exposure of greater than +/- 2% from the 
          previous week using the Counterparty Risk report within System Health Check module. 

          Further counterparty risk reports can be found in the Counterparty Risk module including the 
          Counterparty Risk Detail report which breaks down counterparty exposure by counterparty and 
          asset type group for each Portfolio. 

  



  

Breach Analysis 
 

 

 

 

 

 

 
Breaches must be reviewed daily and all new breaches should be investigated and verified. New and 

continuous breach MI is provided in System Health Check module’s Daily Management Dashboard 
 

 

 
 
 
 
 
 
 
 
 
 
 
 
 
 

To begin reviewing these breaches, the Breach Detail report within the Investment Compliance Workflow 
module should be used to understand which rules have been breached and for which portfolios 

 

 

 

 

 

 

To validate UCITS and Non-UCITS rule exceptions, users may use the full range of reports available 
within the Investment Compliance Overview module



 

Weekly 
Investment Compliance Review 
The Breach Analysis report within Investment Compliance Workflow provides a summary of all new and 
open breaches plus a history of breaches during the time period selected. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 
A detailed review of these breaches can be viewed through Breach Detail as 

mentioned previously in this document  



 

Derivative Setup Checks 
A range of Derivative data quality reports are available within the Data Quality module 
to enable to user to complete derivative setup checks, ensuring that derivatives are setup 
with the correct information such as underlying asset, multiplier, delta and more. 

 

  



 

Monthly 
Rule and Portfolio Check 
Reviewing the Rules and Portfolio Check report in System Health Check module gives the user 
summarised view of the number of rules, by type, applied to each Portfolio. This provides high level 
assurance that, for example, all UCITS rules have been applied to the client’s UCITS funds. 

 

  



 

Data Quality Reports 
Data Quality Reports offer quick transparency into how data has been set-up within 
the system, particularly manual data. The key data quality reports which impact on the 
system, and which we recommend clients regularly review include: 

 

 

 

 

 

 

 
 
 
  DQ Government Issuers– This report shows users which issuers have been set as Government 
  and Public Issuers and therefore benefit from the UCITS 35% rule rather than 5/10 and 40 Rule; 

 

 

 

 

 

 

 

 

 

 

 

 

 

 
 
 
  DQ Cash & Deposit Eligible Institutions – This report provides a summary of which issuers 
  have been approved as being eligible Deposit Takers; 



 
 

 

 

 

 

 

 

 

 

 

           DQ Counterparties – Missing counterparty information and counterparties marked as Eligible 
           Counterparties are reported in this dashboard. Whether a 5% or 10% limit has been applied is 
           also visible. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 
 
           DQ Country of Exposure – In this report, securities where the country of economic exposure is 
           different to the country of listing (where this is manually set) are flagged to the user for review. 

  



 
 

 

 

 

 

 

 

 

 
          Difficult to Price Securities– This report provides users with a list of securities which have been 
          defined as being difficult-to-price based on automated system logic or via a manual override 
          and should be reviewed to ensure they are correctly identified. 

 

  



 
 

 


